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Is Wasp software's email sending DMARC compliant?

No, we are not specifically doing anything to be DMARC compliant. However, our software
allows you to specify your own mail server and then have control of that.

=================================

More information:

DMARC compliance enables a sender to specify that their messages are protected
by DKIM and/or SPF, and lets receivers know what to do if an email isn't in DMARC
compliance. Ultimately, DMARC email security prevents anyone except for authorized
senders to send an email using an organization's domain.
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DomainKeys Identified Mail (DKIM) is an email authentication method designed to detect
forged sender addresses in email (email spoofing), a technique often used in phishing and
email spam.

SPF is a special list, a whitelist, that includes everyone who is authorized to send messages
on your behalf.


