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Data is encrypted in transit and at rest.

From the AWS page: "Advanced Encryption Standard (AES) with 256-bit keys (AES-256). It’s
the strongest industry-adopted and government-approved algorithm for encrypting data.
AES-256 is the technology we use to encrypt data in AWS,"

https://aws.amazon.com/blogs/security/importance-of-encryption-and-how-aws-can-help/

===============================

Question: Are the AssetCloud and InventoryCloud mobile apps GDPR compliant?

Answer: Yes. The database, username, and password are all encrypted on the mobile
device, and the app is GDPR compliant.
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